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1. Introduction

Cellularouter ICRL601 is designed for wireless communication in the mobile networks that make use
of traditional cellular technologies. The primary purpose of this router is its use in the newest Categor
4 (Cat.4) services on the cellular LTE network.

LTE Camgory 4 (Cat.4) is the next step in 4G LTE device capability. Cat.4 rate@0CRuUters are
capable of achieving better typical speeds in 4G coverage areas where the network is enabled with 20 M
of contiguous spectrum. The peak downlink data rate fQadegory 4 is approximately 150 Mbps. Also in
the uplink, LTE Category 4 provides a peak data rate of 50 Mbps.

Below is the list ofhe main NP dziféatNisa
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1.1 Basic HW Information

As a standard, the ICGES01 router is equipped with two Fast Ethernet 10/100 Mbps interfaces, two
readers for SIM cards and reader for MicroSD card (log storage). The router can be equipp@dRiith
module or with GPS module. This router is supplied in a metal bracket c&singnore detail se&ser
Manual for ICR601[2].

I Before you install and use this product, please read this manudetailfor fully exploiting the
*  functions of this product.



1.2 Installation & Maintenance Notice

1.2.1 System Requirements

Network Requirements 9! FrFad woapdENG S i
T oDknD OSftfdzZ I NJ AaSNWAOS a
T L999 ynudmmMokIKY @ANBE Sa:
9 Mmankmnn 9QGKSNYSG FRIFLIGSN

Web-based Configuration Utility =~ Computer with the following:

Requirements 1 2AyR26ats al OBYESRK2 LIBNI |
9 'y AyaildlftSR 9GKSNYySi I RI
Browserrequirements:
T LYGSNYySG 9ELX 2NBNJ cdn 2 NJ
T / KNRYS nHdn 2N KAIKSNI
T CANBFT2E odn 2NJ KAIKSNJ

1.2.2 Warnings

10nly use the power adapter that comes with the package. Using a different voltage rating power
adaptor is dangerous and may damage the product.

® ——m

1 Do not open or repair the case yourself. If the product is too hot, turn off the power immediately
and have it repaired at a qualified service center.

1 Place the product on a stable surface and avoid using this product and all accessories outdoors.

1.2.3 Hot Surface Caution

Burn hazard.
Hot surface inside.

Allow to cool before
servicing.

1 The surface temperature for the metallic enclosure can be very high!

| 1 Especially after operating for a long time, installed at a closed cabinet without air conditioning
support, or in a high ambient temperature space.

1DO NOT touch thkot surface with your fingers while servicing!



1.3 Access to the Web Configuration

| Attention! Wireless transmissions work only when you activate the SIM card for data traffic and
* insert it into the router. Remove the power source before inserting the SIM. card

You may use the web interface to monitor, configure and manage the router. To do so, enter the
NR dzi SNDR& Lt | RRNBaa Ay & RtgzND20l68P 4 Pedsdote thed theFDHER dz
server is enabled by default.

When you see the login page, enter the user name and password and thehadjckbutton. The
default username isddmin”. The default password i@imin". Change the default password as soon as
possible!

For increased security of the network connected to the router, change the default router
e password.

1 The default LAN IP address of this gateway is 192.168flou change it, you need to login by using the
new IP address.

8
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2. Basic Network
2.1 WAN& Uplink

Basic Network Physical Interface el En 04

WANE Uplink . .
= Physical Interface List

Interface Name Physical Interface Operation Mode Action
Phyzical Interface
WAN-1 3GM4G Always on Edit
WAN-2 - Disable Edit

Internet Setup

Therouter provides multiple WAN interfaces to let all client hosts in Intranet ofrthéer access the
Internet via ISP. But ISPs in the world apply various connection protocolsrtutets or user's devices
dial in ISPs and then link to the Internet via different kinds of transmit media.

2.1.1 Physical Interface

Physical Interface - Physical Interface List
Interface Name Physical Interface Operation Mode Action
Physical WAN-1 3G/4G Always on Edit
Interface List
WAN-2 - Disable Edit
Popup
Interface -
" . . Interface Configuration ( WAN - 1)
Configuration
J’SEM Item Setting
Physical » Physical Interface 3G/4G -
Interface
» Operation Mode Always on
v Select Enabl (1-4095)
i nable -
Operation Mode » VLAN Tagging o
*Always on

5

ICR1601 routers are usuajyl equipped with various WAN interfacess to support different WAN
connection scenario for requirement. You can configure the WAN interface one by one to get prope
internet connection setupRefer to the product specification for the available WAN interfacén the

product you purchased.
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The first step to configure one WAN interface is to specify which kind of connection media to be use
for the WAN connection, as shown in "Physical Interface" page.

In "Physical Interface" page, there are two configuratisimdows, "Physical Interface List" and
"Interface Configuration”. "Physical Interface List" window shows all the available physical interfaces. Afte
clicking on the "Edit" button for the interface in "Physical Interface List" window the "Interface
Configuation" window will appear to let you configure a WAN interface.

Physical Interface:

1 Ethernet WAN:Therouter has oneRJ45 WAN pothat can be configured tibe WAN connectioa
You can directly connect &xternal DSL modewr setup behind direwall devce.

1 3G/4AG WANTherouter has onebuilt-in 3G/4Gcellularas WAN connection. For each cellular WAN,
there are 1 or 2 SIM cards to be inserted for special failover function

1 PleasePOWER ORRe router before you insert or remove SIM card
1 The SIM card can be damaged if you insert or remove SIM card whileutiee is in operation
f WiFi Uplink WANFor the product with WiFi Uplink functioone WiFi modulecan be configured to

be WAN connections. For the WiFi module with Uplink functiivated, you can further create some
uplink profiles for ease of connecting to an uplink network.

Operation Mode:
There are thremptionA 6 SYa B8y e Bl &8 Af 20SNEZ |yR a5AalofSé

Alwayson: Set this WAN interface to be active all the tinvéhentwo or more WAN are establishedat
"Always on" modeoutgoing data wilthroughthese WAN connections

Failover
Diagram For Faifover A failover interface is a backup connection to the primary.
[+ gms___ ®Disconnected ‘P That means only when itsrimary WAN connection is
= < QL) . ary ¥
I5P-DSLAM ®Fa“overl N roken, the backup connection will be started up to
) Yove Gateway substitute the primary connection.
m& @cm(m o WAN-2 As shown in the diagram, WANs backup WANor
"WAN-Z Failover WAN1 WAN1. WAN1 serves as the primary connection with
@ Connection Recovery [ operation mode "Always on". WAN ¢ 2y Qi 0S |
% _,sp[;g wan- % untii WAN1 disconnected. When WAN connectionis
®Fa""a°"‘°w’*”'1| WAN.Zeway recovered back with a connectioit,will take overdata
‘_((g)\u _ _ traffic again. At that time, WAI connection Wil be
J @ WAN-2 Terminate Connection

Cellular /

terminated.

WAN-1
Physical Interface: Ethernet
Operation Mode: Always on

WAN-2
Physical Interface: 3G/4G
Operation Mode: Failover [WAN-1)

*WAN-1 Failback, WAN-2 Terminate

10
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Seamless Failover:

In addition, there is a "Seamless" option for
Failover operation mode. When seamless option

_ )
m%__CE ®D's°°""e°ted is activated by checking on the "Seamless" box in
IWAN -1 & . ) . .

Diagram For Seamless Failover

ISP-DSLAM configuration window, both the primary

@) WAN-2 Gateway  connection and the failoverc_onnection are
ml“h”& oc %ang{mmg - WANS st:_;trted up after _system rebooting. But only the
WAN.-2 Failover WAN1 primary connection executes the data transfer,

while the failover one just keeps alive of
m@__[; ® Connection Recovery ) connection line. As soon as the primary
I5PS E f “ connection is broken, the system will switch,

®) Failback to WAN 1| - | meaning failoverthe routing path to the failover

@) - connection to save the dial up time of failover
' é\ “® Keep alive, no traffic connection since it has been alive.

@ Failover

Cellular /

*WAN-1 Failback, WAN-2 Keep Alive

Whenthed { SI Yt S&a¢ Siyactivdtes, it CaialBWthedrailBver interfac® be connected
continuouslyfrom system booting up. Failov&WANinterfacejust keeps connectingithout data traffic.
The purpose is teshorten the switch time during failover proces§o, whenprimary connection is
disconnectedfailover interface wiltake over the datdransfer missia instantlyby only changing routing
path to the failover interface. The dialingp time of failover connection is saved since it has been
connected beforehand.

VLAN Tagging

Sometimes, your ISP required a VLAN tag to be inserted into the WAN packeBdubenfor specific
services. Please enable VLAN tagging and specify tag in the WAN physical interface. Please be noted
only Ethernet and ADSL physical interfaces support the feature. For the device with 3G/4G WAN only, it
disabled.

11
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Physicalnterface Setting
Go toBasic Network > WAI& Uplink> Physical Interfacéab.

¢tKS t KeaAaoltf LYGSNFIOS fft2a dzaSNJ G2 aSiddzl (K

Physical Interface List
Interface Name Physical Interface Operation Mode Action

WWAN-1 3GM4G Always on Edit
WWAN-2 - Disable Edit

When Edit button is applied aninterface Configurationscreen will appear. WAN interface is used
in this example.

Interface Configuration:

Interface Configuration ( WAN -1 )

Item Sefting
» Physical Interface 3G/4G -
» Operation Mode Always on ~
F V0LAMN Taggmg Enable 0 (1-4095)

Interface Configuration
Value setting

1. A Must fill setting Select one expected interface from the available interface dropdowntlis
2. WANL1 is the can be3G/4G Etherret or WiFi Module

Physical Interface primary interface and Depending on theouter model, Disableand Failoveroptions will be
is factory set to Always available only to multiple WAMuters. WAN2 ~WAN-4 interfaces are only
on. available to multiple WAKbuter.

Define the operation mode of the interface.

SelectAlways onto make this WAN always active.

SelectDisableto disable this WAN interface.

Selectrailoverto make his WAN a Failover WAN when the primary or th

Operation Mode A Mustfill setting secondary WAN link failed. Then select the primary or the existed
secondary WAN interface to switch Failover from.
(Note: for WANL, onlyAlways onoption is available.)
CheckiEnablebox to enter tag value provided by your ISP. Otherwise
uncheck the box.

VLAN Tagging Optional setting Value Rangel ~ 4095.

Note: This feature iBlOTavailable for 3G/4G WAN connection.

12
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2.1.2 ConnectiorSetup

Connection Setup 2 Physical Interface List
Interface Name Physical Interface Operation Mode Action
WWAN-1 Ethernet Always on
et Lo WAN-2 36/4G Failover
| VWA N-x
351,‘“5 T Eth"r?a'ptu . g Internet Connection Configuration ( WAN - 1)
Internet Connect ' Item Setting
S ' » WAN Type Dynamic IP ~
< WAN Type > 2 Dynamic IP WAN Type Configuration
o \HAN Item Setting
. i, » Host Name (Optional)
Qﬁ' » fdz:izgistered MAC (Optional)
» MTU Setup [] Enable
» NAT Enable
» IGMP Disable
» WAN IP Alias [C] Enable 10.0.0.1

After specifying the physical interface for each WAN connection, administrator must configure their
connection profile to meet the dial in process of ISP, so that all client hosts in the Intranetrotitbecan
access the Internet.

In "ConnectionSetup"” page, there are some configuration windows: "Internet Connection List",
"Internet Connection Configuration”, "WAN Type Configuration" and related configuration windows for
each WAN type. For the Internet setup of each WAN interface, you must specifAMNstyfde of physical
interface first and then its related parameter configuration for that WAN type.

After clicking on the "Edit" button of a physical interface in "Internet Setup List" window, the "Internet
Connection Configuration" window will appear & {/ou specify which kind of WAN type that you will use
for that physical interface to make an Internet connection. Based on your chosen WAN type, you ca
configure necessary parameters in each corresponding configuration window.

13
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Internet Connection List Ethernet WAN

- Internet Connection Configuration ( WAN - 1)
Internet Connection List

Item Setting
.l,popup » WAN Type Dynamic IP | =
Internet Connect X
Static IP
| setect one . Dynamic IP WAN -tion
WAN Type=
( A ) Item PPPOE Setting
DynamicIP
its;lfglp » Host Name PPTP (Optional)
borr ISP Registered L2TP
i L4 Setup ¥ )
XXX WAN Type MAC Address (Optional)
Configuration
¥ MTU Setup [C] Enable
L4 Setup
Ethernet Connection » MAT Enable
Common Configure
¥ IGMP Disable -
</
) » WAN IP Alias [[] Enable |10.0.0.1

WAN Type for Ethernet Interface:

Ethernet is the most common WAN and uplink interfacel@R1601routers. Usually it is connected
with xDSL or cable modem for you to setup the WAN connection. There are various Ve&Nbiygnnect
with ISP:

1 {Glﬁ%@tﬁf)u’( GKAE 2LIA2Y AT L{t OB RKS 4 SNEBE
Y2NB SELISyairgdSiodzs NDORE LIS NLE 8IINSlj dZA NBYSy i o

f 58yl YXB®SLtr®%aA3aySR Lt | RRNBaa NBPWNINKSH 23 dS v
OKSFLISN YR dzadz- t €& F2NJ O2y adzySNJ dzaSo

Tttt 20SNI AIKEgRYPSIYaE ttt29d ¢KAA 2! b (&LIS Aa ¢
dzadzl f £ @ RAFFSNBYG F2N) SOSNE RALF T  dzLio

T tte¢emAE 21 b (@8LIS Aa LRLWAZAIN®G Ay a2YS O2dzy i NASa

T [HeeKNXa 2!b (LIS Aa LRLMzZFN Ay a2YS O2dzy i NA Sa

14
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Configure Ethernet WAN Setting

Internet Connection Configuration ( WAN - 1)

Item Setting
» WAN Type Dynamic [P ~

WhenEditbutton is appliedinternet Connection Configuratioscreen will appear. WAl interface
Is used in this example.

WAN Type Hynamic IP
When you select it, "Dynamic IP WAN Type Configuration" will appear. diearnsetting is explained below

Dynamic IP WAN Type Configuration

Item Setting
¥ Host Mame (Optional)
ISP Registered MAC Cl— _
’ one | (Optional)

Address

Dynamic IP WAN Type Configuration

Host Name An optional setting Enter the host name provided by your Sernirevider.

Enter the MAC address that you have registered with your service
provider. Or Click th€loned dzii i 2y G2 Oft 2y S @&2dz
ladz-fte GKA&A A& GKS t/Qa a!/ IR
Internet.

ISP Registered MAC

Address An optional setting

WAN Type= StaticlP
Internet Connection Configuration ({ WAN - 1)

ltem Setting

» WAN Type Static IP -

When you select it, "Static IP WAN Type Configuration” will appear. Iltems and setting is explained below

15



Static IP WAN Type Configuration

ltem Setting
» WAN IP Address
¥ WAN Subnet Mask 255.255.255.0 (/24) ~
r WAN Gateway
¥ Primary DNS

¥ Secondary DNS (Optional)

Static IP WAN Type Configuration

Value setting

WAN IP Address A Must filled setting Enter the WAN IP address given by your Service Provider
WAN Subnet Mask A Must filled setting Enter the WAN subnet mask given by your Service Provider

WAN Gateway A Must filled setting Enter the WAN gateway IP address given by your Service Provider
Primary DNS A Must filled setting Enter the primary WAN DNS IP address given by your Service Provid
Secondary DNS An optional setting Enter the secondary WAN DNS IP address given by gotic&Provider

WAN Type= PPPoE

Internet Connection Configuration ( WAN - 1)
Item Setting

» WAN Type PPPok hd

When you select it, "PPPoE WAN Type Configuration” will appear. Items and setting is explained below

PPPoE WAN Type Configuration
Item Setting

» IP Type IPv4 -

v

PPPoE Account

.

PPPoE Password

¥ Primary DNS (Optional)
» Secondary DNS (Optional)
F Service Name (Optional)
» Assigned IP Address (Optional)

16



PPPoE WAN Type Configuration

PPPoOE Account A Must filled setting Enter the PPPoE User Name provittgd/our Service Provider.
PPPoE Password A Must filled setting Enter the PPPoE password providsdyour Service Provider.
Primary DNS An optional setting Enterthe IP address of Primary DNS server.

Secondary DNS Anoptional setting Enterthe IP address of Secondary DNS server.

Service Name An optional setting Enter the service name if your ISP requires it

Assigned IP Address An optional setting Enter the IP address assigned by your Service Provider.

Internet Connection Configuration ( WAN - 1)

ltem Setting

» WAN Type PPTP v

WANType= PPTP

When you select it, "PPTP WAN Type Configuration” will appear. Iltems and setting is explained below

PPTP WAN Type Configuration
Item Setting
» IP Mode Dynamic IP Address ~
» Server IP Address / Name
» PPTP Account
» PPTP Password

» Connection ID (Optional)

» MPPE Enable

PPTP WAN Type Configuration

Value setting

Select either Static or Dynamic IP addries$PPTP Internet connection.
WhenStatic IP Addrests selected, you will need to enter tWgAN
IP AddressWAN Subnet Maskand WAN Gateway
A WAN IP AddresfA Must filledsetting) Enterthe WAN IP

. . address given by your Service Provider.
SRR A Mustfilled setting A WAN SubnetMask (A Must filled setting: Enter the WAN
subnet mask given by your Service Provider.
WAN Gateway(A Must filled setting)Enterthe WAN
gateway IP address given by your Service Provider.
WhenDynamic IHs selected, there are no above settings require

Server IP A Must filled setting Enter the PPTP server name or IP Address.

5

Address/Name
PPTP Account A Must filled setting Enter the PPTP username provided by your Service Provider.
PPTP Password A Must filled setting Enter the PPTP connection passwprdvided by your Service Provider.

17



ADMNTECH ICR1601

Connection ID An optional setting Enter a name to identify the PPTP connection.
SelectEnableto enable MPPEMicrosoft Pointto-Point Encryption)
security for PPTP connection.

MPPE An optional setting

WAN Type=L2TP

Internet Connection Configuration ( WAN - 1)
Item Setting

» WAN Type L2TP A

When you select it, "L2TP WAN Type Configuration” will appear. Items and setting is explained below

L2TP WAN Type Configuration
Item Setting

» IP Mode Dynamic IP Address -

» Server IP Address / Mame
¥ L2TP Account

¥ L2TP Password

» Service Port User-defined >~ 1702

» MPPE [C] Enable

L2TP WAN Type Configuration

Value setting

Select either Static or Dynamic IP addresd.&FP Internet connection.
When Static IP Address selected, you will need to enter tWgAN
IP AddressWAN Subnet Maskand WAN Gateway
A WAN IPAddress(A Must filled setting)Enterthe WAN IP
address given by your Service Provider.
A WAN Subnet MaskA Must filled setting) Enter theWAN
subnet mask given by your Service Provider.
WAN GatewayA Must filled setting)Enter theWAN
gateway IP address given by your Service Provider.
WhenDynamic IRs selected, there are no above settings require

ServerlP A Must filled setting Enter the L2TP server name or IP Address.

5

IP Mode A Must filled setting

Address/Name
L2TP Account A Must filled setting Enter theL2TRusername provided by your Service Provider.
L2TP Password A Must filled setting Enter theL2TRconnection password provided by your Service Provide
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Service Port

MPPE

A Must filled setting

An optional setting

ICR1601

Enter the service port that the Internet service.
There are three options can be selected :

5

Auto: Port will be automatically assigned.

1701 (For Ciscopet servic@ort to port 1701 to connect to
CISCO server.
Userdefined: enter a service port provided by your Service
Provider.
SelectEnableto enable MPPEMicrosoft Pointto-Point Encryption)
security for PPTP connection.

EthernetConnection Common Configuration

\L Select
Connection

Control

Setup
*MTU
*NAT Enable?

¢ Enable

Metwork
Monitor

No

Yes
Select
*DNS Query
*ICMP Checking

‘L Setup

*Loading Check?
*Check Interval
*Check Timeout
*Latency Threshold
*Fail Threshold
*Target 1

*Target 2

t Enable

IGMP Enable?
WAN IP Alias?
073

» NAT
» IGMP

» WAN IP Alias

[] Enable
Enable
Disable ~

[[] Enable [10.0.0.1

2 Network Monitoring Configuration

Item

» Network Monitoring
Configuration

» Checking Method
*» Loading Check

» Query Interval

» Latency Threshold
» Fail Threshold

» Target1

» Target2

Enable
DNS Query -
Enable
5 (seconds)
3000 (ms)
5 (Times)
DNS1 A
None -

Setting

There are some important parameters to be sg@tno matter which Ethernet

WAN type is selected. You should follow up the rule to configure.

Connection Contro

'SP'[_’ LAM (D Disconnected
\@ ‘ 7 Exl::SLO _

(@ Re-connecting
Auto-reconnect

zateway

Auto-reconnect: This gateway will establish
Internet connection automatically once it has
been booted up, and try to reconnect once
GKS O2yySOiGA2Y A& R24y
choose this scheme if for mission critical
applications to ensure full-time Internet
connection
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M 5 start Connectin Gateway Connecton-demand: ¢ K A & A1 G§Sg I &
. g @ start to establish Internet connection until

ISP-DSLA

*DSL local data is going to be sent to WAN side.
After normal data transferring between LAN
and WAN sides, this gateway will disconnect
WAN connection if idle time reachealue of

Maximum ldle Time.

@ Disconnect when idle timeout?

OLomLLOL Lo

Connect-on-demand |
(D Request Coming

SPDSLAM )61+ Connecting Gatewsy Manually: ¢ KA & I GSgte& g2,
@ _C.4_ ___________ establish WAN ,connection,u[ltil you press
' xDSL a/ 2yySOuée odziuzy 2y ¢
(9 Disconnect when idle timeout | data transferring between LAN and WAN
Manually I sides, this gateway will disconnect WAN
(D Connect Button connection if idle time redwes value of

- . .
- Maximum ldle Time.

Please be noted, if the WAN interface serves as the primary one for another WAN interface in Failove
role, the Connection Control parameter will not be available to you to configure as the system must set |
tod! dRO2yySOl 6! fglea 2y0éd
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Network Monitoring

It is necessary to monitor connection status

Stirt continuous. To do it, "ICMP Check" and "FQDN Query"
Fai‘IP=0 are used to check. When there isftiia of connection,
checking packet will waste bandwidth. Respotise
No | Check Leading’ of replied packets may also increase. To avoid
Yesl "Network Monitoring" work abnormally, enabling
o ves T e "Checking Loading" option will stop connection check
Enough? | “Check Interval” when there is traffic. It will wait for another "Check
'i""-L Select One Interval” and then check loading again.
Y s{  -raon query or When youR2 &b&8Gs2N] a2yAdl2NR
"ICMP Check longer than "Latency" or even no response longer than
--ch.i:ang No e "Checking Timeout", "Fail" count will be increased. If it
Timeout”? — > "Latency” Is continuous and "Fail" count is more than "Fail
e bl Threshold”, gateway will do exception handing
Fail = Fail +1 process ad redinitial this connection again.
J Otherwise, network monitoring process will be start
[No Fail > again.

Fail Thresh ?

[ ves

Exception Handing
System Re-initial

{ SU dzLJ a9UKSNY SO /2YY2y [ 2yFAIdz2NT GA2YyE

Ethernet WAN Common Configuration

Thereare three connection modes.

i Auto-reconnectenables the router to always keep the Interne
connection on.

1 Connecton-demandenables the router to automatically e
establish Internet connection as soon as user attempts to
access the Internet. Internet conntgan will be disconnected
when it has been inactive for a specified idle time.

1 Connect Manuallyallows user to connect to Internet manually
Internet connection will be inactive aftérhas been inactive for
specified idle time.

Specify the maximum Idle time setting to disconnect the internet
1. AnOptional setting  connection when the connection idle timed out.

Connection Control A Must filled setting

Maximum Idle Time 2. By defaul600 Value Range300 ~ 86400.
seconds is filledh Note: This field is available only wh&@onnecton-demandor Connect

Manuallyis selected as the connection control scheme.
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MTU Setup

MTU Setup

NAT

Network Monitoring

IGMP

1. An Optional setting
2. Uncheckby default

1. ' adzad F7
aSidAay3
2. | dzdo®I £ dzS
Aa asSi o¢
3. alydzZ £ &a¢
MHANYMp nJ
1. 1y 2LJ0A2)y
2. bl¢ A& 0%y
RSTI dzt G
1. 1y 2LJ0A2)
2. 9yFot SR ¢

1. A Must filled setting
2. Disable is set b
default

ICR1601

Check the Enable box to enable the MTU (Maximum Transmission Ul
limit, and specify théTUfor the 3G/4G connection.

MTUrefers to Maximum Transmission Unit. It specifies the largest pa
size permitted for Internet transmission.

Value Range1200 ~ 1500.

MTUrefers to Maximum Transmission Unitspecifies the largest packe
size permitted for Internet transmission.

When settoAuto o @I £ dzS WYwnQu I GKS NERdzi SN
Internet connection performance.

Enable NAT to apply NAT on the WAN connection. Uncheck the box
disable NAT function.

Whenthe Network Monitoring feature is enabled, the gateway will use
DNS Query or ICMP to periodily check Internet connectiogtonnected
or disconnected.

Choose eitheDNS Querypr ICMP Checkingp detect WAN link.

With DNS Querythe system checks the connection by sending C

Query packets to the destination specified in Target 1 and Targe

With ICMP Checkindhe system will check connection by sending

ICMP request packets to the destination specified in Target 1 ar

Target 2.

Loading Check

Enable Loading Check allows the router to ignore unreturned DI

Queries or ICMP requests when WAN thaidth is fully occupied.

This is to prevent false lirdown status.

Check Intervatefines the transmitting interval between two DNS

Query or ICMP checking packets.

Check Timeoutlefines the timeout of each DNS query/ICMP.

Latency Thresholdefines the tderance threshold of responding

time.

—  Fail Thresholdpecifies the detected disconnection before the
router recognize the WAN link down status. Enter a number of
detecting disconnection times to be the threshold before
disconnection is acknowledged.

—  Targetl(DNSIiset by defaulf specifies the first target of sending
DNS query/ICMP request.

A DNS1 set the primary DNS to be the target.

DNS2 set the secondary DNS to be the target.

Gateway set the Current gateway to be the target.

Other Host enter an IRaddress to be the target.

Target2(Noneset by default specifies the second target of

sending DNS query/ICMP request.

A None to disableTarget2.

DNS1 set the primary DNS to be the target.

DNS2 set the secondary DNS to be the target.

Gateway set the Curent gateway to be the target.

Other Host enter an IP address to be the target.

Enable IGMP (Internet Group Management Protocol) would enable tr

router to listen to IGMP packets discoverwhich interfaces are

connected to which device. The router uses the interface information
generated by IGMP to reduce bandwidth consumption in a radtiess
network environment to avoid flooding the entire network.

5

> > > >

> > > > >
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EnableWAN IP Aliashen enter the IP address provided by your servici
1. An optional setting  provider.

AP AT 2.Uncheckby default ~WAN IP Aliass used by the device router and is treated as a second s
of WAN IP to provide dual WAN IP address to your LAN network.

Save N/A ClickSaveto save the settings.

Undo N/A ClickUndoto cancel the settings.

Internet Connectionc 3G/4G WAN

w Internet Connection Configuration ( WAN -2 )

Item Setting
Internet Connect » WAN Type 3G/4G ~
Configure -
L 3G/4G WAN Type Configuration
WAN Type= ) Item Setting
3G/4G .
4 » Preferred SIM Card SIM-A First v Faiback: [] Enable

» Auto Flight Mode [] Enable

3G/4G WAN Type
Configuration

= Connection with SIM-A Card
L4 Setup

Item Setting
Configure
SIM-A/ SIM-B » Network Type Auto -

L 3G/4G Connection Common Configuration
SIM-A/ SIM-B

- It Setti
APN Profile List em etting
\Lnepeat Addfedit | * Tme Schedule (0) Always ~
- Enable
APN Profile-x > MTU Setup B
» IP Passthrough (Cellular [7] Enable Fixed MAC -
Bridge)
SIM-A/B APN » NAT Enable
Profile Configuration
= » WAN IP Alias [[] Enable 10.0.0.1

3G/4G Connection
Common Configure

Preferred SIM Card Dual SIM Fail Over

For 3G/4G embedded device, one embedded cellular module can create only one WAN interface. Tt
device hadeatured by using dual SIM cards for one module with speciab¥ait mechanism. It is called
5dz-f {La ClIAf20SNY» ¢KAa&a FSIFGdzZNE A& dzaASTFdzZ F2N
CHAt20SNESYX GKSNB | NB OFSNEAFuigd, "SIk | TS NEOBY G WK K& & C
2N y20zZ! Rt G{-LyRyGEL D
SIMA/SIM-B only

2 KSYy -B{h¢tesé 2mMNyfadd aria dzaSRX G(GKS
for negotiation parameters between gatewaywuee and cellular ISP.
23
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SIMA / SIMB first without enable Failback
Di ted . @ RSTIl-HzZA GENBGLaaOSYII NA2 A& d
BEmOCe SIM-A L{t F2NJRIGI NI yaTMNRE Gy CINCE
((g &[r () scenario, the gateway will try to connect to the Internet by

using SIMA or SIMB card first. And when the connection is
broken, the gateway will switch to use the other SIM card for
ISP1 an alternate automatically anavill not switch backto use
Fail ver original SIM card except current SIM connection is also broken.
(( )) Thatis, SIMA and SIMB are used iteratively, but either one will
keepbeing used for data transfer when current connection is

Connected still alive.
15P2 Not back to SIM-A

SIMA / SIMB first with Failback enable
2 A0K CFAfOol O] 24Ji ACAYNA!
scenario is used to connect when the
connection is broken, gateway system will
switch to use SIMB. And when SIMA
connection is recovered, it will switch back to
use original SIM\ card

Configure 3G/4G WAN Setting

When Edit button is applied Internet Connection Configurationand 3G/4G WAN Configuration
screerswill appear.

2 Internet Connection Configuration ( WAN - 1)
Item Setting

¥ WAN Type 3G/4G -

4 3G/4G WAN Type Configuration

Item Setting
v Preferred SIM Card SIM-A First ~ Failback: [] Enable
» Auto Flight Mode [] Enable

24
















































































































































































































































































































































































































































































































































































































































































































































